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NEWS & UPDATE

New Partnhers

AiSP would like to welcome Netpolean and TxOne as
our new Corporate Partners. AiSP looked forward to
working with our Partners to confribute to the
Cybersecurity Ecosystem.

New Corporate Partner

netrpoleon

23 ExOne

networks

Continued Collaboration

AISP would like to thank Ngee Ann Polytechnic for
their continued support in developing the
cybersecurity landscape:

@” NGEE ANN

POLYTECHNIC
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News & Updates

Learning Journey for JC Mathematics Teachers Committee on 29 August

AISP was delighted to host more than 20 Junior College Mathematics teachers on a
learning journey to Punggol Digital District (PDD) on 29 August.

With insightful sharing sessions by AISP and Cyber Security Agency of Singapore (CSA), the
educators gained a deeper understanding of the cybersecurity landscape, innovations
and opportunities at this upcoming digital hub. We hope they enjoyed exploring PDD and
left inspired by the possibilities this vibrant district holds for the future!
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Student Volunteer Recognition Programme
(SVRP)

Nomination Period:

A' Sp 1 Aug 2024 to 31 Jul 2025
l Submission Date

Advance Connect Excel Extended To 31 Oct 2025

CALCEIE O RINOMINAVGION!

STUDENT VOLUNTEER
RECOEGNITION
PROGRANMMIE

| | | | |
T Tier Requirements
Completion of one of three pillars or complete three of three

pillars with minimum 50% attained hrs.
Skills: 30 Hours or more

Events: 60 Hours or more

L1 {1

Bronze

Leadership: 30 Hours or more

coeee

Completion of two of three pillars
Skills: 30 Hours or more

Events: 60 Hours or more

——nSilver

S Leadership: 30 Hours or more

A . Scan the QR Code for
Completion of all three pillars the Nomination Form i<
Skills: 45 Hours or more !

Events: 60 Hours or more
Leadership: 45 Hours or more

Gold

=,

Submit your_nomination form to SVRP@aisp.sg

The SVRP comprises three broad pillars where IHL students can
volunteer:

Skills-based: E.g. Conduct cybersecurity workshops or develop related software
Events-based: E.g. Provide support at technology or cyber-related events
Leadership: E.g. Mentoring younger students and managing teams or projects

Visit www.aisp.sg/svrp.html for more details

Please submit the form and email to svrp@aisp.sg

back to top
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Nomination Period:

A' Sp 1 Aug 2024 to 31 Jul 2025
I Submission Date

Advance Connect Excel Extended To 31 Oct 2025

(S/A\HE [FEIR [NI@IWVAIINI/aANT 1N

STUDENT VOLUNTEER
RECOGNITION
PROGRANMIMIE

| I I | |
TThe SVRP for the secondary school and pre-university students is on
merit basis and evaluation would be slightly different as cyber security is | @
— | not offered as a subject nor co-curricular activities (CCA) in most schools | @
in Singapore at the moment. The students would be given Certificate of @
@)
@)

Merit when they achieved the following (see A, B, C or D):

Example A Example C

] Leadership: 10 Hours Leadership: O Hour
Skill: 10 Hours Skill: 36 Hours
Outreach: 10 Hours Outreach: O Hour
T Example B Example D
Leadership: O Hour Leadership: O Hour
——  Skil: 18 Hours Skill: O Hour iﬁi"ﬁ:ﬁ?:tﬁﬁiifﬂ;y
Outreach: 18 Hours Outreach: 42 Hours \
Lt 1

Submit your_nomination form to SVRP@aisp.sg

The track for Secondary School and Pre-University students
comprises three broad pillars where they can volunteer:
Leadership refers to how the volunteer leads a team to complete the voluntary
activity.
Skill refers to how the volunteer applies his/her cybersecurity knowledge to others

Outreach refers to how the volunteer is involved in outreach efforts (social media,
events) to increase cybersecurity awareness for the public.

Visit www.aisp.sg/svrp.html for more details

Please submit the form and email to svrp@aisp.sg
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Elevating Cybersecurity Education Through Unprecedented Collaborations

In a pioneering initiative, EC-Council and Wissen have forged a collaboration with AiSP. This
collaboration includes a sponsorship of 500 EC-Council Cyber Essentials cerfification
vouchers. These vouchers aim to empower Polytechnic and Institute of Technical Education
(ITE) students pursuing cybersecurity programs, enabling them to atftain their inaugural
industry certificate and commence their journey with EC-Council Essential certificates (NDE,
EHE, DFE), thereby initiating their cybersecurity credentialing process.

Visit  (hitps://wissen-intl.com/essential500/) and register to start your cybersecurity
credentialing journey! Terms & Conditions apply.

About the EC-Council Cyber Essentials Certification

EC-Council’'s Essentials Series is the first MOOC certification course series covering essential
skills in network defense, ethical hacking, and digital forensics. The Network Defense
Essentials (N | DE), Ethical Hacking Essentials (E|HE), and Digital Forensics Essentials (D | FE)
are foundational programs that help students and early career professionals choose their
area of competency or select a specific interest in cybersecurity. The Essentials Series was
designed to give students the foundation on which to build and develop the essential skills
for tomorrow’s careers in cybersecurity. These programs educate learners in a range of
techniques across industry verticals, such as securing networks, mitigating cyber risks,
conducting forensic investigations, and more.

Essentials Series

EC-Coundil's MDOC Cortification Course Seres

Essential Skills for Tomorrow's
Entry-Level Cybersecurity Careers

A cybersecurity workforce developrnent inftiath by EC-Counch.

back to top
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AISP Cyber Wellness Programme

Organised by: Supported by: In Support of:

ISP Il WSS DIGITAL Z5%
\d ¥ FoR LIFE Sz

Advance Connect Exce

The AISP Cyber Wellness Programme aims to educate citizens, especially reaching out
to the youths and elderly on the importance of Cybersecurity and learn how to stay safe
online. There has been an increase in cyber threats, online scams and COVID-19
related phishing activities. With reduced Face-to-Face engagements, the elderly and
those with special needs have become more vulnerable to cyber threats. We will reach
out to different community groups to raise awareness on the topic of cyber weliness
and cybersecurity and participants can pick up cyber knowledge through interactive
leaming. It is supported by the Digital for Life Fund, an initiative by the Infocomm Media
Development Authority (IMDA), that supports digital inclusion projects and activities to
help all Singaporeans embrace digital, to enrich lives.”

Join us in our monthly knowledge series to learn and pick up tips on Cybersecurity. Visit
our website (hitps://www aisp.sg/aispcyberweliness) to get updates on the latest Cyber
tips, Cyber news, activities, quiz and game happenings related to Cyber. Scan the QR
Code to find out more.

Scan here for some tips on how to stay safe online Hear what some of our Professionals have to share.
and protect yourself from scams Scan here on Cyber - Use, Identity, Relationship,
Citizenship & Ethics.

Have the knowledge and think you are safe? Scan here if you are looking for activities / events to

Challenge yourself and participate in our monthly participate in for knowledge exchange / networking /

quiz and stand to win attractive prizes. Scan now to get to know more people / stay protected & helping
take part. others.

e O

[=] H

Want to know more about Information Security? To find out more about the Digital for Life movement
Scan here for more video content. and how you can contribute, scan here.

Contact AiSP Secretariat at gacretarali@aisp 59 to find out more on how you can be involved or if you have any queries.

Click here to find out morel
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Special Interest Groups

AISP has set up seven Special Interest Groups (SIGs) for active AISP members to advance
their knowledge and conftribute to the ecosystem are:

- Artificial Intelligence

- CISO

- Cloud Security

- Data and Privacy

- DevSecOps

- Legal Investigative Technology Experts (LITE)
- Quantum Security

We would like to invite AiSP members to join our Special Interest Groups as there are exciting
activities and projects where our members can deepen their knowledge together. If you
are keen to be part of a SIG, please contact secretariat@aisp.sg

AISP X EE=E

CLOUD SECURITY
SRECHAL INFERFST GROUD

ARTIFICIAL
INTELLIGENCE

Special Interest Group

ASP ‘ @

3
DATA & N QL A
PRIVACY
Sraue S AISP —

DevSecOps

Special Interest Group

X

QUANTUM SECURITY
Speeral Inserese Group
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The Cybersecurity Awards
ﬁTHE CYBERSECURITY 2025

The Cybersecurity Awards 2025 nominations has ended on 18 April 2025! Thank you all for
your nominations!

Professionals Enterprises

1. Hall of Fame 5. MNC (Vendor)

2. Leader 6. MNC (End User)

3. Professionall 7.SME (Vendor)
8. SME (End User)

Students

4. Students

For more details on the awards, visit our website herel

nerds
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Please email us (secretariat@aisp.sg) if your organisation would like to be our sponsors for

The Cybersecurity Awards 2025! Limited sponsorship packages are available.
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The Cybersecurity Awards (TCA) 2025 21 November 2025

e ﬁms;?aaesecuarrv 2025 '_ X

overdds

w~ 21 November 2025 (Friday)
: @) 6 Pm -9 Pm

e Marina Bay Sands

In its eigth year, The Cybersecurity Awards 2025 seeks to
honour outstanding contributions by individuals and

organizations, to local and regional cybersecurity
ecosystems.

Guest-of-Honour: Minister for Digital Development and
* Information, Mrs Josephine Teo

FOR — FOR AISP
PUBLIC

W/0 GST

Join us for a night of celebration and recognition at The Cybersecurity Awards 2025, as we
honour outstanding individuals and organisations who have made significant
conftributions to the local and regional cybersecurity ecosystems.

Date: Friday, 21 November 2025
Time: 6:00 PM - 9:00 PM
Venue: Marina Bay Sands

Organised by the Association of Information Security Professionals (AiSP) and proudly
supported by the Cyber Security Agency of Singapore.

Public aftendees (non-members of AiSP): Please scan the QR code or click here to
purchase your fickets.

AiSP members: Kindly email secretariat@aisp.sg with your membership number to receive
your exclusive member promo code.

back to top
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Upcoming Activities/Events

Ongoing Activities

Date Event Organiser
Jan - Dec Call for Female Mentors (Ladies in Cyber) AISP
Jan -Dec Call for Volunteers (AiSP Members, Student AIiSP
Volunteers)
Upcoming Events
Date Event Organiser
3-4 September SMEICC Conference Partner
15 September The rise of Agentic Al and the Imperative for AISP & Partner
Security
15-16 September | Cysec Conference 2025 Partner
22 September LITE Networking AISP
23 September AiSP x GovTech STACK Meetup AiSP & Partner
2 October AiSP Youth Meetup AISP
7-9 October ARRC 2025 Partner
8-9 October Cyber Security World Asia 2025 Partner
21-23 October GovWare 2025 Partner
25-26 October DFL Festival @ Vivocity Partner
1-2 November DFL Festival @ Heartbeat @ Bedok Partner
12-14 November | Singapore Fintech Festival Partner
19-21 November | Digitech ASEAN Thailand Partner
21 November TCA 2025 AISP
26 November Learning journey for CHIJ OLGC educators AISP
26-27 November | CDIC 2025 Partner

**Please note events may be postponed or cancelled due to unforeseen circumstances
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CONTRIBUTED CONTENTS

Article from Corporate Partner, Bitdefender

Elevate Your Cybersecurity:
Cutting-Edge Protection for Hedge Funds and Venture Capital Firms

Bitdefender

Elevate Your

Cybersecurity

Cutting-Edge Protection fo
Funds and Venture Capital

The SierraAl x Bitdefender solution is tailored for Singapore-based hedge funds and
venture capital firms. It helps you navigate complex cybersecurity landscapes while
ensuring compliance with MAS Technology Risk Management (TRM) Guidelines.

Addressing challenges such as regulatory compliance, diverse security needs, third-party
risk management, cross-border data privacy and key man risk, this provides the following
solutions:

- Streamlined compliance

- Robust third-party management

- Cybersecurity of portfolio companies

- Advanced Incident Response

Know more, risk less. Visit hitps://businessresources.bitdefender.com/elevate-your-
cybersecurity-cutting-edge-protection-for-hedge-funds-and-venture-capital-firms

back to top
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PROFESSIONAL DEVELOPMENT

Qualified Information Security Professional
(QISP®)

QISP Course by Republic Polytechnic on 3-5 September

SCHOOL OF i
JREPUBLIC schootom A

Advance Connect Excel

Key domains from the AISP Information Security Body of Knowledge 2.0 (IS-BOK 2.0),
including Governance & Management, Physical Security, Security Architecture, and
Cyber Defence, preparing learners for the QISP examination.

« Align security goals with business strategies.
Implement governance, risk management, and compliance measures.
+ Design and manage secure architectures.
« Ensure physical security and business continuity.
« Enhance software security and cyber defence.
+ Conduct security audits and assessments.

Entry to mid-level IT professionals, security analysts, system administrators, and
anyone looking to validate their cybersecurity expertise with the QISP certification.

« SkillsFuture (for adults)
* Post Secondary Education Account - PSEA (for students)

Next Course Run (Online) :
3 - 5 September 2025

back to top
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QISP Exam Preparation Crash Course by Deloitte

Deloitte. AISPP

QISP® EXAM
PREPARATION
CRASH COURSE

Are you ready to boost
your cybersecurity
career with the QISP®
certification? Join
Deloitte’s intensive crash
course and get exam-

N The QISP® training is based on AiSP’'s
ready In ]USt 3 deS! Information Security Body of Knowledge
(IS BOK) 2.0. Candidates must achieve a
Taught by our experts with minimum of 50-64% (Qualified Information
several years of industry Security Associate), 65% and above

experience (Qualified Information Security
Intensive fast-trackedlearning  professional) to pass.

Practical exercises for

X 4 Domains covered on the QISP® exam:
real-world application

* Governance & Management
Flexible batch timings * Physical Security and Business Continuity
« Security Architecture and Engineering
« Operation and Infrastructure Security
« Software Security

« Cyber Defence

New batch is starting soon, register your
interest now by scanning the QR code!

back to top
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Online QISP Exam Preparatory Course

QISP Exam
Preparatory
E-Learning

Course

Governance and

}/V <
z %.H% Physical Security and
Business Continuity
.
Prepare for QISP :
Exam via E-Learning Securlty Architecturs
H and Engineering
Anytime, Anywhere!
.
Our e-learning program is perfect for those who .
want to prepare for the QISP Exam based on 4 .
AiSP IS-BOK domains. With access for 12 Infraosziz:attl:‘:gsa:guri(y
months, you can study at your own pace on our Software Security
beautifully designed and responsive e-learning o
platform. o

Grab the exclusive

Softw
SZcur?:;
launch offer at

SGD 499 nett! .

Cyber

Special price of SGD 429 nett
for AiSP members!

Cyber Security ¥ = . o o
Competency Development ~ €NQUIry@wi n-intl.com | www.wissen-intl.com

The QISP examination enables the professionals in Singapore to attest their knowledge in
AIiSP’s Information Security Body of Knowledge domains. Candidates must achieve a
minimum of 50-64% passing rate to attain the Qualified Information Security Associate
(QISA) credential and 65% and above to achieve the Qualified Information Security
Professional (QISP) credential.

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with
modular courses, interactive learning and quizzes. Complete the course in a month or
up to 12 months! Enjoy lean-forward learning moments with our QISP/QISA preparatory

e-learning course. Receive a certificate of completion upon completion of the e-
learning course. Fees do not include QISP examination voucher. Register your
inferest here!

back to top
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Body of Knowledge Book (Limited Edition)

Get our Limited Edition Information Security Body of Knowledge (BOK) Physical Book at
$87.20 (inclusive of GST).

NEWLY LAUNCHED!

IS-BOK 20

INFORMATION SECUBITY

ZTEoDY OF KNOWLEDEE
‘ 3

Publistied by
AISP

Price: $87.20 (inclu GST)
Scan the qr code for payment! y

SCAN [

Please scan the QR Code in the poster to make the payment of $87.20 (inclusive of
GST) and email secretariat@aisp.sg with your screenshot payment and we will follow up
with the collection details for the BOK book. Last 30 books for sale!

back to top
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Body of Knowledge E Book

IS-BOK EBOOK

o ISpK20 —
INF’URMATIUN SECURITY |

BODY OF KNUWLEIJGE

Publishéd by

EDITORS
ALEX LIM WEE MENG
PROF STEVEN WONG KAI JUAN
SAMSON YEOW

Price: $27.75 USD
Scan the QR code to purchase!

SCAN B

ME &2
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MEMBERSHIP
AISP Membership

Complimentary Affiliate Membership for Full-time Students in APP Organisations

If you are currently a full-fime student in the IHLs that are onboard of our Academic
Partnership Programme (APP), AISP is giving you complimentary Affiliate Membership
during your course of study. Please click here for the application form and indicate your
student email address, expected graduation date and name of your institution in the
form.

Complimentary Affiliate Membership for NTUC Members

AiSP offers one-time one-year complimentary Affiliate Membership to all active NTUC
members (membership validity: 2025) from 1 Jan 2025 to 31 Dec 2025. The aim is for NTUC
members to understand and know more about information security and Singapore’s
cybersecurity ecosystem. This does not include Plus! card holder (black-coloured card),
please clarify with NTUC on your eligibility.

On membership application, please do not email your personal data to us via email if
your information or attachment is not password-protected. Please send us your password
via Telegram (@AIiSP_SG).

Once we receive confirmation from NTUC on the validity of your NTUC membership, AiSP
would activate your one-year complimentary AISP Affiliate membership.

CPP Membership

JOIN US
AISP

Advance Connect Excel

Join our Corporate Partner Programme for
exclusive benefits and partnership with AiSP

Contact AiSP Secretariat for the benefits and
corporate pricing at secretariat@aisp.sg

For any enquiries, please contact secretariat@aisp.sg

back to top
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AVIP Membership

AiSP Validated Information Security Professionals (AVIP) membership helps to validate
credentials and experience for IS-related work including cybersecurity, professional
development, and career progression for our professionals.

Membership Renewal

Individual membership expires on 31 December each year. Members can renew and
pay directly with one of the options listed here. We have GIRO (auto - deduction) option
for annual auto-renewal. Please email secretariat@aisp.sg if you would like to enrol for
GIRO payment.

Be Plugged into Cybersecurity Sector — Join us as a Member of AiSP!

Please check out our website on Job Advertisements by our partners. For more updates
or details about the memberships, please visit www.aisp.sg/membership.html

AISP Corporate Partners

[El Bitdefender.  &eLackpanpa

BeyondTrust
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CISCO CL"\ER SINGAPORE

) o C@ypsmm ENSIGN

Centre for Strategic INFOSECURITY

Infocomm Technologies
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networks Trust Network Cyber Security Competency Development
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Visit https://www.qisp.sg/corporate members.ntml to know more about what our
Corporate Partners (CPP) can offer for the Cybersecurity Ecosystem.
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AISP Academic Partners
NYPNANYANG 5 NGEE ANN

POLYTECHNIC

Institute of Technical Education

i@ #é\gmgfoeml_ & NUS REPUBLfC

UNIVERSITY W Natonal Univeesy POLYTECHNIC
SINGAPORE

SINGAPORE ; a— Ill | 'I I r —
INSTITUTE OF S Singapore _I_| I Ij
TECHIOLORY Palytechnlc SINGAPORE UNIVERSITY OF

SUSS @Temasek

OF SOCIAL SCIENCES POLYTECHNIC

Qur Story...

We are an independent cybersecurity association that believes in developing, supporting
as well as enhancing industry technical competence and management expertise to
promote the integrity, status and interests of Information Security Professionals in
Singapore.

We believe that through promoting the development, increase and spread of
cybersecurity knowledge, and any related subject, we help shape more resilient
economies.

Our Vision
A safe cyberspace supported by a strong and vibrant cybersecurity ecosystem.

Our Mission
AISP aims to be the pillar for Information Security Professionals and the overall Information
Security Profession through:

= promoting the integrity, status and interests of Information Security Professionals in
Singapore.

= enhancing technical competency and management expertise in cybersecurity.

= bolstering the development, increase and spread of information security knowledge
and its related subjects.

- @ www.AiSP.sg
AI SI > B4 secretariat@aisp.sg
N +658878 5686 (Office Hours from 9am to 5pm)

Advance Connect Excel

Please email us for any enquiries.
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